ios app

**Secure Safe**

Features

* Login includes password and id (email)
* Save texts, images, documents (scans), and videos
* Scans (similar like pictures and convert to pdf)
* Email system
* Import/export data

Security

* Automatic logout after exit the program
* AES-256 and RSA 2048
* Files are decryptable only by the user itself
* Communication between client-server is secured using https
* Passwords are encrypted for maximum security
* Support 2-factor authentication (SMS token) for premium users

Shortcomings

* Connection independent (slow connection slow access to data)
* Need internet connection, offline mode can only access passwords
* Allow multiple login attempts with wrong password/id
* No password recovery

**Passible**

Features:

* Login using 4-digit pins
* Support Touch-ID (fingerprint)
* Save account credentials and credit card details
* Analyzing password strength features
* Support offline mode
* Private web browser

Security:

* Automatic logout after exit the program
* AES-256 encryption
* Does not allow multiple login attempts (timeout 5 mins for 3 consecutive wrong attempts after that each wrong attempt will get a 5 minute timeout)
* Encryption with key and random string

Shortcomings

* Does not support import/export data
* No password recovery

**My folder**

Features

* Login using 6-10 digit pins
* Save photo, video, contact, website bookmark, and notes
* Support offline mode
* Import/Export data

Security

* Automatic logout after exit the program

Shortcomings

* Allow multiple login attempts with wrong pins
* No password recovery

**Photo Vault**

Features

* Login using 4 digit pins / pattern lock
* Save photos and videos
* Private browser
* Support offline mode
* Import/export data
* Password recovery (email)

Security

* Automatic logout after exit the program

Shortcomings

* Allow multiple login attempts with wrong pins